3rd annual eCrime Symposium
8 & 9 November 2011
Ann Harding Conference Centre – University of Canberra

Ctrl, Alt, Del: Resetting the Agenda

Day One: Tuesday 8 November

8.30am: Registration, tea & coffee

9.00 – 9.45am: Bruce Cooper
General Manager
Intelligence, Infocentre and Policy
Australian Competition & Consumer Commission

9.45 - 11.00am: Panel Session: Malware and data breaches

Profiles, statistics, trends and issues. Hacktivists, crooks & nation states. Who are their targets? Who is more dangerous? Where to next?

Chair: Mr Nick Klein – Klein & Co
Panelists: Mr Paul Ducklin – Head of Technology, Asia Pacific, Sophos
Mr David Sykes, McAfee
Mr Andrew Bycroft – Lead Security Architect, Earthwave

11.00 - 11.30am: Morning Tea

11.30 – 12.00pm: Mr Bruce Arnold
Offenders, Victims and Data Custodians
Lecturer in Law, University of Canberra

12.00 – 1.15pm: Panel Session: The state of online fraud

Sizing the problem, the impact on business, citizens, and governments

Chair: Ms Alice Hutchings – Research Analyst, Australian Institute of Criminology
Panelists: Ms Caroline Pearce – Head of Fraud, Risk and Compliance, Australian Payments Clearing Association
Mr James Kavanagh – Chief Security Advisor, Microsoft Australia
Mr Alastair MacGibbon – Director, Centre for Internet Safety
Mr Sassoon Grigor – Head of Government Relations, eBay Australia & New Zealand

1.15 - 2.15pm: Lunch

2.15 - 3.00pm: Mr Roger Wilkins AO
                Secretary
                Commonwealth Attorney-General's Department

3.00 – 3.10pm: Leg stretch

3.10 - 4.25pm: Panel Session: *Innovations with a sting in their tail*

Mobile devices, the Cloud and social networking - policy considerations for business and government

Chair: Mr Nigel Phair – Director, Centre for Internet Safety
Panelists: Mr Scott Deacon – Manager for Security Certifications, Asia Pacific, Research in Motion
         Mr Neal Wise - Managing Director, Assurance Pty Ltd
         Mr Declan Ingram, Principal Security Consultant, Datacom
         TSS

4.25 - 4.35pm: Wrap up day 1

Day Two: Wednesday 9 November

8.30am: Tea & Coffee

9.00 – 9.45am: Mr John Lawler APM
                Chief Executive Officer
                Australian Crime Commission

9.45 - 10.15am: Dr Tony Krone
                 *Privacy and the Cloud*
                 Associate Professor, University of Canberra

10.15 - 10.45am Morning Tea

10.45 – 12.30pm: Panel Session: *Fighting back*

Legal, regulatory, policy and business responses to cyber crime.

Chair: Mr Rob Forsyth – Managing Director, Asia Pacific, Sophos
Panelists:

Mr Abul Rizvi – Deputy Secretary, Department of Broadband, Communications & the Digital Economy

Mr Peter Coroneos – founder & CEO, iCode.org

Mr Jeff Bullwinkel – Associate General Counsel and Director of Legal & Corporate Affairs, Microsoft Australia & New Zealand

Mr Will Blevins – Supervisory Special Agent, FBI Legal Attaché, US Embassy

Mr Joseph Tabone, Chairman of the Commonwealth Internet Governance Forum

Dr Tony Krone – Associate Professor, Faculty of Law, University of Canberra

12.30 – 1.30pm: Lunch

1.30 – 3.00pm: Cyber White Paper discussion

Grab a coffee and join one of the four below sessions to add your voice to the Government’s Cyber White Paper. This session will be facilitated by officers from the Department of Prime Minister and Cabinet.

➢ Social networking and anti-social behaviour: what are the roles of Government, Industry and the Individual?

➢ How can business and Government balance encouraging taking advantage of online opportunities while highlighting its risks?

➢ What expectations are there on law enforcement and consumer protection agencies in preventing, investigate and prosecuting online crime?

➢ How can Commonwealth, State and Territory governments encourage victims of online crime and scams to report incidents?

3.00 – 3.30pm Conference wrap up