Centre for Internet Safety – Cybercrime Investigator Training

The Centre for Internet Safety at the University of Canberra was created to foster a safer, more trusted Internet by providing thought leadership and policy advice on the social, legal, political and economic impacts of cybercrime and threats to cyber security.

Cybercrime is an evolving and dynamic threat that has the potential to affect the lives of more people than any other form of crime. Organisations are increasing their reliance on technology and particularly internet-connected mobile technologies, presenting many opportunities for cyber criminals.

Cybercrime is a unique form of crime that plays by different rules to other types of criminality. The path between an offence being committed and sound evidence to demonstrate or prove an offence is often convoluted and resource intensive. Every aspect of cybercrime, from investigations to intelligence to the legal system itself requires knowledge and skills vastly different to traditional paths.

Learning outcomes:

- Understand the history and evolution of cybercrime.
- Distinguish between cybercrime and technology enabled crime.
- Acquire knowledge of Australian cybercrime legislation.
- Identify key aspects of TCP/IP.
- Understand and identify sources of evidence.
- Identify obfuscation techniques used by cyber criminals.
- Understand and explain organised crime as it relates to cybercrime.
- Apply best practice in capturing and preserving evidence.
- Understand and identify various tools used to interrogate and analyse data.
- Understand the presentation of evidence in cybercrime matters.

Learn the tools and techniques of online investigations in a small group environment taught by experts in the field. More details can be found at:
http://www.canberra.edu.au/cis/courses/course1name/

When: Monday 28 and Tuesday 29 May 2012

Where: Level 11, One Elizabeth Plaza, North Sydney, NSW

Cost: $1595 + GST

Registration: http://investigator.eventbrite.com/